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IVIDS SDD

1. Scope.

1.1. Identification.

This document describes the software design for the Vehicle Integrated
Defense System (VIDS) simulation and its inclusion into the existing M1
Tank Simulator software. This software design satisfies requirements
contained in the Requirements traceability tables (Section 7).

1.2. System overview.

The VIDS-equipped M1 Tank Simulator exists to support a series of
survivability experiments. The nature of the experiments requires that the
VIDS simulation be parameter driven. The VIDS parameters not only define
available sensors and countermeasures, but also define their respective
sensitivities and response times. For the present, eight sensors and nine
countermeasures are simulated:

~Sensors

a. Laser Warning Receiver (LWR).
b. Missile Warning System (MWS).
c. Future Armored System Radar (FASR).
d. Seismic Mine Sensor.
e. Non-Imaging System (NIS).
f. Tank Radar Warning Receiver (TRWR).
g. Muzzle Flash Detector (MFD).
h. Nuclear Chemical Sensor (NCS).

Countermeasures
a. Multi-Salvo Smoke Grenade Launcher/RapidIObscuration System (ROS).
b. Missile Countermeasure Device (MCD).
c. Combat Protection System (CPS).
d. Laser Countermeasure Device (LCMD).
e. Velicle Magnetic Signature Duplication (VEMASID).
f. Nuclear Biological Chemical Overpressure (NBCOP).
g. Advanced Threat Radar Jammer (ATRJ).
h. Threat Countermeasure System (TCS).
i. Chaff/Flares.

In general, the VIDS system responds to perceived threats in the following
ways:

a. by displaying visual icons on the Commander's Controls Display Panel
(CCDP).I
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VIDS SDD

b. by generating alert tones or playing alert messages which can be heard
on the tank crew intercom.

c. by examining user-selected countermeasure activation modes.
d. by seizing control of the turret.
e. by activating a selected countermeasure for each perceived threat.

IBecause VIDS can seize control of the turret, automatic turret rotation for
counterfire is supported. Furthermore, VIDS supports automatic turret
slewing for visual detection of threats.

1.3. Document overview.

IThis document identifies and describes new software CSCs and CSUs, as well
as changes to and reuse of existing MI Simulator CSCs and CSUs. Diagrams
and narratives are used to explain how the new VIDS simulation executes
within the framework of the existing M1 Simulator.

2. Referenced documents.

2.1. Government documents.

SPECIFICATIONS:
1. PM-Survivability: VIDS Armored Vehicle Survivability

Equipment (AVSE) BDS-D Functional Specifications, 29 May 1992.

2.7- Non-Government documents.

1. Loral: Battlefield Distributed Simulation-Development (BDS-D)
Vehicle Integrated Defense System (VIDS) Feasibility Analysis
Report, 14 October 1992.

2. BBN: The SIMNET Network and Protocols, Report 7627, June 1991.-

3. Preliminary design.I
3.1. CSCI overview.

The VIDS-equipped M1 Tank Simulator (hereafter referred to as the VIDS-
equipped tank) exists as one of many entities participating within a simulated
battle. Each entity communicates with other entities by sending and receiving
Protocol Data Units (PDUs) on an Ethernet© network. The external
interfaces for the VIDS-equipped tank are illustrated in Figure 1.I

I
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I Figure 1. VIDS External Interfaces

I Incoming PDUs describe the activity in one or more simulated battlefields.
Because the number of incoming PDUs can be quite large, a series of high-
level filters are applied to retain only those PDUs which are applicable to a-

D -3-

if.



VIDS SDD

specific entity. Applicable PDUs are then filtered based upon entity-specific
parameters such as exercise number, distance and available sensors.
Remaining PDUs are then classified and used to influence either the entity
behavior or what the entity can detect.

Outgoing PDUs describe the visual appearance or behavior of the VIDS-Iequipped tank. Typically, these define the current tank hull position and
orientation, the turret orientation, the presence of smoke clouds, chaff/flares
or the existence of electro-optical energy. For experimental purposes, a subset
of the outgoing PDUs contain instrumentation information which can be
used by analysts to better understand VIDS behavior and the use of the
soldier-machine interface.

3.1.1. CSCI architecture.

The VIDS capability is partitioned between two host computers. One host is
the current M1 tank GT hardware; the other host is a PC with an Elographics
touchscreen mounted in front of a 13 inch color video monitor. The software
executing on the PC supports the Soldier Machine Interface (SMI), hereafter
referred to the as the CCDP. This includes all the VIDS buttons, setup
windows and the display windows. The software executing on the GT
simulates the behavior of the sensors, countermeasures and threat resolution
module (TRM).

The VIDS-PC and VIDS-GT communicate with one another just like other
entities participating within a simulated battle exercise. Because there may be
multiple VIDS-equipped tanks within the same exercise, the VIDS-PC and
VIDS-GT are paired so only appropriate network messages are recognized and
processed. In other words, the VIDS-PC knows the unique identifier
(VehiclelD) of its corresponding VIDS-GT, and the VIDS-GT knows the
unique VehicleID of its corresponding VIDS-PC.

3.1.2. System states and modes.

The VIDS-GT CSCI operates in one of six predefined states. These states are:
a. Startup.
b. Idle.
c. Initialize.
d. Simulate.
e. Stop.
f. Exit.

Within the VIDS context, only the Startup, Initialize and Simulate states are
significant.

-4-



I VIDS SDD

3 During the Startup State, specific hardware devices are initialized and
parameter files are read. It is during this state that the VIDS parameter file
(VIDS.D) is read to establish the types and behaviors of available sensors and
countermeasures. This file also contains a recommended list of
countermeasures for each type of threat.

I Once all the tank parameter files have been read, a communication link to
the Simulation Network (SIMNET) is established. Having successfully

l completed these tasks, a transition is made to the Idle State.

During the Idle State, the M1 Tank Simulator waits to receive an activation
request from SIMNET. (The activation request is generated by a user of the
MCC-SCC console.) When an Activation Request PDU is received, a
transition is made to the Initialize State.

I During the Initialize State, additional hardware and internal software
initialization is performed. For VIDS, sensor detection and identification
probability tables are built; and default alert, safety, countermeasure coverage
and turret scanning sector settings are sent to the VIDS-PC. Additionally, the
list of available countermeasures and the inventories of the expendable
countermeasures are sent to the VIDS-PC. Having successfully completed
this initialization, a transition is made to the Simulate State.

II The Simulate State represents the main processing loop for the VIDS-GT.
PDUs sent by the VIDS-PC are read and used to alter the behavior of VIDS.
Electro-optical PDUs from other entities are read and used to determine if a
threat is present. When a threat is detected, PDUs are sent to the VIDS-PC to
provide visual and audible cues. Furthermore, detected threats are
prioritized; and countermeasures are selected and activated. The Simulate
State continues until:

a. An impact PDU is received which destroys the tank.
b. A deactivation PDU is received which forces a transition to the Stop

State.
b. A reconstitute PDU is received which forces a transition to the Idle

State.
c. An exit command is received from the M1 Console keyboard which

forces a transition to the Exit State.

During the Stop State, a transition is made to the Idle State, followed by a
transition to the Exit State.

For the VIDS-PC, there are only three states: Initialize, Simulate and
Shutdown. During the Initialize State, data files are read which define button
positions, content and behavior. Furthermore, the VIDS-PC waits to receive
the default alert, safety, countermeasure coverage and turret scanning sector

~-5-
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I settings from the VIDS-GT. Once these settings have been received, a
transition is made to the Simulate State.

As with the VIDS-GT, the Simulate State represents the main processing loop
for the user interface. The touchscreen is continually monitored to
determine if a button has been depressed or released. Specific button actions
may generate brief user alert messages to appear on the display panel.
Changed button values or sector coverage widths are sent back to the VIDS-
GT to influence the behavior of the sensors and countermeasures. The
network buffer is continually polled to determine if PDUs sent by the VIDS-
GT require updates to the display or if audible alerts must be activated or

I terminated.

During the Shutdown State, dynamic memory is released, special interrupt
I handling is suspended and control is released to the normal operating system.

3.1.3. Memory and processing time allocation.

At the present time, there are no memory budgets more restrictive than those
imposed by the respective host computers. However, the VIDS-GT functions3 which execute during the Simulate State must execute faster than 1 / 1 5 th of a
second. This is due to the fundamental execution cycle on the GT. In fact, the
VIDS software execution speed must take only a relatively small percentage
(20% or less) of the 66.67 milliseconds since the sum total of all simulated M1
behavior must execute within this time frame.

3.2. CSCI Design Description.

Because the simulated VIDS system is partitioned between two host
computers, the description of the VIDS CSC is divided into two parts- the
VIDS-GT CSC and the VIDS-PC CSC. Note that the VIDS-PC CSC is 'also
referred to as the Soldier Machine Interface (SMI) and the Commander's
Controls Display Panel (CCDP).

3.2.1. VIDS-GT CSC

The VIDS-GT CSC handles the job of simulating the behaviors of available
sensors and countermeasures. Parameters sent by the VIDS-PC CSC are used
to constrain the behavior of the VIDS-GT CSC. Parameters sent by the VIDS-
GT CSC to the VIDS-PC CSC are used to inform the tank commander what is

I known about any hostile threats. Specific design features include:

a. The VIDS-GT CSC satisfies all requirements presently allocated to the
GT. Refer to the table in Section 7 to locate which specific
requirements are satisfied.

-6-



VIDS SDD

b. The VIDS-GT CSC is subdivided into three lower-level CSCs:
VIDSFileRead, VIDS_Init and VIDS_Simul.

c. Each of the three lower-level CSCs are executed in sequential order.
VIDSFileRead and VIDSInit are executed only once;
VIDS..Simul is executed 15 times a second as part of the Ml code
which executes in the Simulate State.

3.2.1.1. VIDS_FileRead CSC

The VIDSFile.Read CSC handles the job of reading a specific text file
(VIDS.D) defining the available sensors and countermeasures and the
corresponding behaviors. Specific design features include:

a. This CSC satisfies the requirements for a parameter-driven set of
sensor and countermeasure behaviors. Refer to the table in Section 7
to locate which specific requirements are satisfied.

b. This CSC sequentially reads a specific text file. Each line is either a
comment or a keyword-value(s). Comment lines are skipped.
Keywords are used to discriminate which values are being read, what
format must be used, and where they must be stored.

c. The text file containing the sensor and countermeasure behaviors is

read only once.

3.2.1.2. VIDS_Init CSC

The VIDSInit CSC handles the job of preallocating dynamic memory,
initializing queues, initializing countermeasure rotation CSCs and sending
default parameters to the VIDS-PC. Specific design features include:

a. This CSC does not satisfy any system-level requirements.

b. This CSC handles the job of preallocating and initializing the
dynamic memory to be used during the simulation of the VIDS
behavior. Furthermore, it performs a critical initialization step by
sending the VIDS-PC a set of default alert, safety, countermeasure
coverage, turret scanning sector settings the list of available
countermeasures and the inventories of the expendable
countermeasures.

c. This CSC satisfies the design requirements for preallocating and
initializing dynamic memory and providing default parameters to
tfe VIDS-PC.

-7-
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d. This CSC satisfies the design requirements for initializing internal
tables used by the CSCs which handle countermeasure rotations.

3.2.1.3. VIDSSimul CSC

The VIDSSimul CSC handles the job of managing the majority of other
lower-level CSCs. It is these lower-level CSCs which model the behavior of
the available sensors, countermeasures and TRM. Specific design features
include:

a. This CSC and its lower-level CSCs satisfy a majority of the system-
level requirements allocated to the GT. Refer to the table in Section 7
to locate which specific requirements are satisfied.

b. This CSC handles the job of sequentially executing lower-level CSCs.
These CSCs perform the following functions:
1. Getting updates from the CCDP.
2. Reacting to main_ and turret power state changes.
3. Determining if there are new threats.
4. Classifying threats based upon what is currently known.
5. Prioritizing the current threats.
6. Selecting countermeasures.
7. Activating countermeasures.
8. Sending updated threat status to the VIDS-PC.
9. Sending countermeasure activation PDUs to other entities

participating within the same simulated battle exercise.
10. Managing the rotation of the independent slewing

countermeasures.

c. This CSC satisfies the design requirement for monitoring the main

tank and turret power states.

3.2.1.4. VIDSShutdown CSC

The VIDSShutdown CSC handles the job of terminating the VIDS
simulation and sending the final power states to the VIDS-PC. Specific design
features include:

a. This CSC does not satisfy any system-level requirements.

b. This CSC satisfies the design requirements of formally deallocating
the dynamic memory used during the simulation of the VIDS
behavior. Furthermore, it prints a summary of the memory usage to
the main console.

3.2.2. PC-Resident VIDS CSC

-8-
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IThe VIDS-PC CSC handles the job of simulating the CCDP. This includes a
set of multi-function buttons as well as the ability to activate audible alarms
and display threat information. The display screen is used to portray the type
and position of threats relative to the tank. Specific design features include:

a. The VIDS-PC CSC satisfies all requirements presently allocated to the
SMI. Refer to the table in Section 7 to locate which specific
requirements are satisfied.

Ib. The VIDS-PC CSC is subdivided into 3 lower-level CSCs: SMInit,
SMISimul, SMIShutdown.

c. Each of'the three lower-level CSCs are executed in sequential order.
SMLInit and SMIShutdown are executed only once; SMISimul is

*executed endlessly until a keyboard Control-C or the right mouse
button is depressed.

9
I
I
I
I
I
I
I
I
I
1
I-9-
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4. Detailed Design.

The detailed design is divided into two parts. The first part describes the

VIDS-GT CSC and the second part describes the VIDS-PC CSC.

34.1 VIDS-GT CSC Detailed Design

4.1.1. VIDSFile_Read CSC

VIDSYFileRead reads a text file (VIDS.D) which defines the list of available
sensors and countermeasures and the corresponding behaviors. This CSC is
executed only once during the Startup State of the existing M1 code.
Furthermore, the text file contains automatic turret rotation rates for each
countermeasure, counterfire and turret scanning. The text file also contains
the unique identification (VehicleID) of the PC which simulates the behavior
of the corresponding CCDP.

Once all the parameters have been read, they are stored in tables. For sensors,
this includes coverage angles, range limitation, detection probabilities andIreaction/delay times. For countermeasures, this includes the coverage angles,
reaction/delay times and in some cases (ROS and Chaff/Flares) launch
distances. For the Threat Resolution Module (TRM), this includes the
recommended countermeasures and priorities for each threat type.

4.1.2. VIDSJnit CSC

VIDSInit preallocates dynamic memory structures which are used
frequently during the execution of the VIDS_Simul CSC. Preallocation is
done here purely for efficiency because VIDSnit is invoked during a non-
critical processing state.

IVIDS_Init also sends default settings and expendable countermeasure
inventories to the CCDP. This done to allow alert, safety, countermeasure
coverage and turret scanning sector settings to be graphically portrayed when
the CCDP is powered on.

Finally, VIDS_Wit invokes functions which initialize the independently
slewing countermeasure rotation tables. During this initialization, slewing
countermeasure devices are aligned in the same direction as the main gun.

I4.1.3. VIDSSimul CSC

VIDSSimul serves as the primary entry point for simulation of the sensors,
TRM and countermeasures. It represents the root of a functional hierarchy
which is executed once during each execution cycle of the existing, MI

1I- 10-
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3 simulation software. During a single execution cycle, the following high-
level functions are executed:

GetCCDPUpdateso;
React-toPower-State-Changeso;
Identify-Threatso;
ManageCountermeasureso;
Send .Updates_to_CCDPO;
Send_UpdatestoNetworko;
NeedTo-ReleaseTurreto;
CM.RotationSimul0;
PoisonSimul0;

Each of these functions represent a functional sub-hierarchy which is

described in the following sections.

4.1.3.1. GeLCCDPUpdates CSU

GeLCCDPUpdates retrieves the current CCDP settings. These settings are
changed by user interaction with the touch screen. It is assumed that all error
checking is performed by the VIDS-PC. Consequently, all individual values
are assumed to be error-free and that combinations of settings are valid.

4.1.3.2. React_to_PowerStateChanges CSU

Reacto.._PowerStateChanges determines if the VIDS-GT system should
continue to respond to sensor input and activate countermeasures. This is
done by checking that both the tank MasterPower and Turret-Power are on.
Only when they are both on can VIDS be on.

When VIDS is off, internal data structures used to maintain knowledge of
threats and active countermeasures are discarded. Later on in
Send.pdates.to.CCDP, the VIDS_PowerState is sent to the CCDP so that a
similar cleanup can occur on the VIDS-PC.

4.1.3.3. Identify-Threats CSC

Identify-Threats serves as the primary entry point of sensor simulation.
Only when VIDS is on is a test is made to determine if there are any new
threat reports. For sensors which track threat positions and proximities (NIS
and FASR), periodic queries are made to retrieve current threat reports. EachIreport is sent to ProcessDetectedThreat0 to determine if the required
sensor is available. When the corresponding sensor is available, the threat
report is placed into a queue for sensor-specific processing.

Since a threat can be manually deleted at any time, Manual_Threat_Update
in invoked to determine if the current CCDPControlSettings indicate a

i- 11 -
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I manual threat deletion. When a deletion is indicated, the supplied threat
identification is used to search and delete its record from the prioritized threat

I ~ list.

Finally, each new threat report is processed by the corresponding sensor. The
required sensor is sent to EO_Sensor_Simul. EOSensorSimul is a generic
function which is invoked to model the behavior of a specified sensor.

4..L3.3.1. EOSensor..Simul CSC

EOSensorSimul serves as the primary entry point for simulation of all
sensors. This CSC is subdivided into three functional parts: one which
simulates reaction delay, one which handles detection probability, and one
which processes new threats as a function of sensor-specific coverage limits.
The three functional parts are

UpdateDelayedThreats 0;
ProcessNewThreats);
TesLSensorCoverageLimits0;

Each of these functions are described in the following sections.

4.1.3.3.1.1. UpdateDelayedThreats CSU

I Each invocation of UpdateDelayedThreats decrements a delay counter
associated with each threat in the wait queue. The counter symbolizes the
remaining delay time for a given threat. The initial delay time for each threat
type is assigned to each threat when it is initially detected in
TestSensor_CoverageLirnits.

I 4.1.3.3.1.2. ProcessNew_Threats CSU

When the counter for a specific threat reaches zero, a detection probability is
used by ProcessNew._Threats to decide if a threat satisfies the probability of
detection. A detected threat is moved from the wait queue to the new threats
queue. (The new threats queue will be examined later in
Fuse_CorrelatefThreats). A non detected threat is deleted from the wait

i queue.

Finally, if the detected threat is a mine, the vehicle brakes are applied

immediately.

4.1.3.3.1.3. TestSensorCoverageLimits CSU

== Test_SensorCoverage_Limits performs a series of tests to determine if a
new threat report is detectable by a specific sensor. The logic of

--. Test_SensorCoverageLimits is constructed to be as generic as possible.

i -12-



U VIDS SDD

I This means that tests for each sensor have been combined into a single set of
tests which are applied equally to all threat reports. Differences between
individual sensors are handled by a table of sensor behaviors where a given
entry contains sensor-specific parameters. Instances where tests are
inappropriate for a specific sensor are handled by providing compensating
tolerances. For example, the MWS and MFD sensors require a test to
determine if the threat is heading towards the tank. For these two sensors,
only threats which are approaching the tank within a narrow approach angle
are identified as threats. For sensors not requiring an approach angle test,
the widest possible approach angle is used (± 1800) so these reports will not be
discarded prematurely.

U Threat reports 'which pass the approach angle test are further tested to
determine if the threat falls within the current alert sector, and sensor3 azimuth and coverage sector angles. (The alert sector is one of the CCDP
settings and can be changed at any time, whereas the sensor approach,
azimuth and coverage sectors remain constant during the simulation.)

To simplify calculations, the threat position is mathematically transformed
into the coordinate system of the tank hull. At this point, the relative threat
azimuth and elevation angles are computed. If the threat is heading towards
the tank and falls within the alert, sensor azimuth and sensor elevation
coverage sectors, it is added to the wait queue with the sensor-specific
reaction/delay time. Otherwise, the threat report is discarded.

4.1.3.4. Manage_Countermeasures CSC

Manage-Countermeasures serves as the primary entry point for
countermeasure simulation. Countermeasure simulation satisfies the
requirement to prioritize threats, select appropriate countermeasures and to
activate individual countermeasures for each threat. These activities are
accomplished by invoking the following functions:

PrioritizeThreatso;
SelectCountermeasureso;
UpdateCPS -Coverage0;
IndividualCMSimul0;

I Each of these functions are described in the following sections. Note that
Prioritize-Threats, SelectCountermeasures and UpdateCPSCoverage are
invoked only when the VIDS power is on.

4.1.3.4.1. Prioritize-Threats CSC

I Prioritize-Threats simulates the behavior of the VIDS Threat Resolution
Module (TRM). Its primary purpose is to classify threats based upon the

I
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current sensor reports. Furthermore, PrioritizeThreats sorts the threats so
countermeasures for the most lethal threats will be activated first. Finally,
threats are automatically deleted if no new sensor reports are received within
a predefined threat lifetime.

These activities are accomplished by invoking the following functions:

Fuse_CorrelateThreatso;
SortPrioritizedThreatso;
Update_.AUPrioritizedThreatso;

Each of these functions are described in the following sections. Note that
SortPrioritized-Threats is invoked only when the queue of active threats
has changed through an addition, update or deletion.

I 4.1.3.4.1.1. FuseCorrelatehreats CSU

The new threats queue built by ProcessNewThreats is examined by
FuseCorrelateThreats to determine if a new threat report supplies
additional information for a known threat. When a new report correlates
with previous reports (specifically, the SIMRTET vehicle identification values
match), the new sensor information is consolidated with the previous
information. Sensor detection, energy type categories (some sensors like
LWR can detect different types of laser energies) and threat platforms are
combined into sets; azimuth, elevation and range values are replaced by the
current threat report data. Only when a new report better identifies the threat
are guise and vehicle type information updated.

When a new report does not correlate with a known threat, the report is
added to the prioritized threat queue as a new threat. Furthermore, an alarm
warning is queued. The type of alarm warning corresponds to the detecting

*sensor.

GetfThreat_Classification is invoked for both updated and new threats to
return a threat classification. The threat classification is then used by
Get_Threatyriority to return a threat priority.

I 4.1.3.4.1.2. GetThreatClassification CSU

GetThreaLClassification uses what is currently known about a threat to
assign a classification. Threats detected by the NCS or Mine sensor have
straightforward classification assignments. However, for the remaining

-sensors, classifications are based upon moderately complex combinations of
sensor reports. Consequently, the following PDL succinctly summarizes the
classification strategy:

I- -14-
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I
4.1.3.4.1.3. GetThreat_Priority CSU

GetThreat_Priority is a simple function which uses the supplied threat class
as index into a table of priorities. The priority for a given threat class isIcontained in VIDS.D. A copy of VIDS.D is included as Appendix A.

4.1.3.4.1.4. SortPriortizedThreats CSU

Sort_PrioritizedThreats visits each threat in the prioritized threat queue to
verify each threat is positioned correctly within the queue. Threats whichIhave activated a countermeasure are placed lower in the queue than threats
which have not. A threat which is inside the safety sector is lower in priority
than one which is outside. When two threats have equal priority, the one
which is closest to the main gun has higher priority. When two threats are
equal in angular proximity from the main gun, the one which will be reached
first with a clockwise turret rotation has higher priority.

4.1.3.4.1.5. UpdateAllPrioritizedThreats CSU

Update..AUPrioritizedThreats visits each threat in the prioritized threat
queue to decrement its lifetime. When the lifetime for a threat reaches zero,I it is removed. Since this changes the status of the prioritized threat queue, a
new prioritized threat message is sent to the CCDP so that the corresponding
threat icon will be removed.

4.1.3.4.2. Select_Countermeasures CSU

Select_Countermeasures assigns countermeasures to new threats and
reconfirms that the current countermeasure for an existing threat is correct.
This is done by visiting each threat in the prioritized threat list 'and
determining if it has been assigned a countermeasure. When a
countermeasure has not been assigned, a table lookup is used to find the first
available countermeasure. When a countermeasure has been assigned, a
table lookup is still performed to confirm that the same countermeasure is
still recommended. This is done because the type of threat may have changed
due to sensor fusion or because an expendable countermeasure is no longer

3available. If the recommended countermeasure has changed, the new
recommended countermeasure will be activated even if the previous
countermeasure has been activated.

IOnce each threat has been assigned a countermeasure, a check is made to
determine if there has been a manual change in the order of countermeasure3 activation. If the CCDP settings indicate a change, the corresponding
countermeasure will be activated first in Individual_CM_Simul.

-16-
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4.1.3.4.3. UpdateCPSCoverage CSU

UpdateCPSCoverage converts the CPS azimuth coverage sector from the
current CCDP control settings and replaces the current CPS azxmuth coverage
values. The changed azimuth coverage values will be retrieved the next time
CPS is activated as a countermeasure.

4.1.3.4.4. IndividualCMSimul CSU

IndividualCMSimul controls the activation and deactivation of
countermeasures. In general, individual countermeasures are activated and
deactivated simultaneously until all threats have been handled. Only when
an individual countermeasure is needed to defeat multiple threats is the
countermeasure activated sequentially. Furthermore,
IndividuaLCMSimul supports automatic modes for counterfire rotation
and turret slewing.

Countermeasure activation, counterfire rotation and turret slewing can all be
activated automatically or semi-automatically. (Semi-automatic activation is
equivalent to automatic activation when the commanders thumb switch is
engaged.) Countermeasures can be activated manually using buttons on the
CCDP, but manual counterfire rotation and turret slewing is still controlled by
either the tank commander oi gunner controls. Note, however, that all
countermeasure activations require arming. A button on the CCDP arms all
countermeasures.

Manual countermeasure activation occurs when countermeasures are armed
and a countermeasure button is depressed (back lighted) on the CCDP.
Electro-optical countermeasure energy is transmitted endlessly until eitherIthe corresponding button is released or countermeasures are made safe
(disarmed). Manual ROS activation launches a salvo of grenades within-the
CM Coverage sector. Manual chaff or flares activation launches all
expendables at once. Furthermore, manual jamming or a salvo of smoke
grenades, chaff or flares can occur concurrently with any mode of turret
slewing.

Automatic countermeasure activation occurs when all of the following
conditions exist:I- a. the CM mode is automatic or semi-automatic.

b. the recommended countermeasure for a threat is available.
c. countermeasures are armed.I d. the commanders thumb switch is engaged (necessary only for semi-

automatic activation).
Furthermore, if a countermeasure requires turret rotation prior to activation,
automatic modes for both counterfire rotation or turret slewing are

temporarily 
suspended.

-17-
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1
Automatic rotation for counterfire will occur when the following conditions
exist:

a. the CFIRE mode is automatic or semi-automatic.
b. automatic countermeasure activation has not seized control of the

turret.
c. the commanders thumb switch is engaged (necessary only for semi-

automatic activation).
Automatic turret rotation temporarily suspends automatic turret slewing.

Automatic turret slewing will occur when the following conditions exist:
a. the SCAN mode is automatic or semi-automatic.
b. automatic countermeasure or counterfire rotation has not seized

control of the turret.
c. the commanders thumb switch is engaged (necessary only for semi-

automatic activation).

The following countermeasures are simulated: ROS, MCD, CPS, ATRJ,
LCMD, VEMASID, TCS, NBCOP, Chaff/Flares. Furthermore, the radar search
energy of the FASR sensor and the forward-looking infrared (FUR) energy of
the MINE sensor are simulated here. However, to simplify their design,
countermeasures have been simulated by generic CSUs. Those
countermeasures which have similar operating characteristics have been
grouped together. The modules and the countermeasures they simulate
follow:

a. ROS_Simul: ROS.
b. EOCMSimul: MCD, CPS, ATR, LCMD, VEMASID, the radar search

energy of the FASR sensor, and the FUR energy of the MINE sensor.
c. TCSSimul: TCS.
d. Decon_CM_Simul: NBCOP.
e. One_Shot_CMSimul: Chaff and Flares.

Each of these modules are described in the following sections.

4.1.3.4.4.1. ROSSimul CSU

ROS_Simul serves as the primary entry point for simulation of the Rapid
Obscuration System (ROS). This system launches smoke grenades to
temporarily hide the tank position from electro-optically guided or terminal
homing missile threats.

For simulation, the turret is conceptually divided into 24 equal sectors each
with 15 degrees of coverage. Each sector may contain zero or more grenades;
and there may be more than one smoke grenade type for individual sectors.

I -18-
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For manual activation, the number and sectors are specified by the CCDP
countermeasure coverage sector. Smoke grenades are launched a predefined
distance from the tank hull.

For automatic activation, launch sectors are selected dynamically. Launch
sectors are selected which require the minimum turret rotations to get the
recommended smoke grenades between the threat and the tank hull. Once
the turret has rotated a launch sector into position, one or more grenades are
launched from adjacent sector positions. Note that if turret rotation is
required by ROS, gunner and commander turret controls are disabled; and
automatic rotation for counterfire or turret slewing is temporarily suspended.

l As grenades are launched, the inventory of available smoke grenades is
decremented. Once all the recommended grenades have been launched, the
prioritized threat record is updated so that additional smoke grenades will not
be launched towards the same threat; gunner and commander turret controls
are reenabled; and automatic rotation for counterfire or turret slewing is

I resumed.

4.1.3.4.4.2. EOCMSimul CSU

I EO_CM_Simul serves as the primary entry point for simulation of the MCD,
CPS, ATRJ, LCMD, VEMASID, the radar search energy of the FASR sensor

3 and the FUR energy of the MINE sensor. This module simulates systems
== which direct electro-optical energy towards a threat.

Because of independent slewing, the center of the electro-optical energy is in

one of two directions. In manual mode, the countermeasure slews to be
coincident with the direction of the main gun; in an automatic mode, the
countermeasure slews to angle of the detected threat.

Electro-optical begins when the countermeasure device arrives at the required
azimuth angle and when the reaction/delay time has expired. For manual
activation, the jamming energy continues until it is manually deactivated.
For automatic activation, the electro-optical continues until the predefined

1 jamming time expires. Furthermore, the prioritized threat record is updated
so that jamming energy will not be automatically directed against the same
threat.

The radar search energy from the FASR sensor begins only when the
corresponding CCDP button is depressed and after the reaction/delay time has
expired. The center of radar search energy is always aligned with the main
gun. Releasing the FASR button immediately terminates the radar search

I energy.

I I - 19-
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I The FUR energy from the MINE sensor begins only when this sensor is
available and when the reaction/delay time has expired. Since the MINE
sensor is not manually activated/deactivated, the FUR energy continues as
long as the tank is operational.

4.1.3.4.4.3. TCSSimul CSU

The function TCSisNot..Effective serves as the main entry point for the
TCS simulation. It is invoked by failurecheckcatkill (found in the
mljailure module) when it is necessary to compute damages from the
impact of a missile or main gun round. If TCS is not available as a
countermeasure, damage calculations are computed normally. However,
when TCS is available a series of tests are performed to determine if the
impact should be ignored.

I The first set of tests determine if TCS is in a ready mode. TCS is in a ready
mode if the following conditions are satisfied:

a. countermeasures are armed, and
b. the CM mode is automatic, or

the CM mode is semi-automatic and the commanders thumb switch is
I engaged, or

c. the CM mode is manual the TCS button is depressed.

If the TCS is in the ready mode, the final set of tests are performed.
Conceptually, the hull is divided into quadrants: front right, front left, rear
left, rear right. The direction of the velocity vector of the projectile with
respect to the hull orientation is used to derive which quadrant's inventory
must be examined. If the quadrant's inventory is not depleted, the inventory

i is reduced by one and TCS has saved the tank crew from a catastrophic kill.

4.1.3.4.4.4. DeconCMSimul CSU

I Decon_CM_Simul and PoisonSimul serve as the primary entry points for
simulating the NBCOP. Identify-Threats registers when a poison is present
regardless of the availability of NCS by invoking ContaminantExists.
When poison is. present, Poison.Simul decrements a life-expectancy timer.
A catastrophic kill is initiated when the timer expires.

I Decontamination begins when the following conditions are satisfied:
a. countermeasures are armed and,
b. the CM mode is automatic, or

the CM mode is semi-automatic and the commanders thumb switch is
engaged, or

c. the CM mode is manual and the NBCOP button is depressed.

I
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For manual activation, the decontamination continues until it is manually
deactivated. For automatic activation, the jamming continues until the
predefined jamming time expires.

4.1.3.4.4.5. OneShot_CMSimul CSU

OneShotCMSimul serves as the primary entry point for Chaff and Flares
countermeasure simulation. This module launches chaff or flares to decoy
radar directed or infra-red guided/directed missiles and munitions.

Because of independent slewing, the final azimuth launch angle is in one of
two directions. In manual mode, the countermeasure slews to be coincident
with the direction of the main gun; in an automatic mode, the
countermeasure slews to azimuth angle of the detected threat.

Chaff or flares are launched as soon as the countermeasure device arrives at
its prescribed angle and when the reaction delay time has expired. -For
automatic activation, the prioritized threat record is updated so that other
countermeasures will not be automatically directed against the same threat.
Furthermore, once chaff or flares are launched, the entire chaff or flares
inventory is considered to be depleted.

4.1.3.4.4.6. CFireSimul CSU

CFireSimuI serves as the main entry point of automatic turret slewing for
counterfire. This module rotates the turret to aim the main gun in the
direction of a threat.

As automatic turret rotation begins the gunner and commander turret
controls are disabled. Once the main gun is positioned to the threat azimuth
angle, gunner and commander turret controls are reenabled.

As a final note, the main gun is never fired automatically.

4.1.3.4.4.7. Turret_ScanningSimul CSU

Turret_Scanning'.Simul serves as the main entry point of automatic turret
slewing. This module rotates the turret within the turret scanning sector.

As automatic turret rotation begins the gunner and commander turret
controls are disabled. Only when automatic turret scanning is disabled are the
gunner and commander turret controls reenabled.

4.1.3.5. Send_ UpdatestoCCDP CSC
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Send_Updates_to_CCDP serves as the primary communication channel for
sending information updates from the VIDS-GT to the VIDS-PC. The
following types of information are sent:

a. changes to the top ten threats.
b. changes to hull or turret orientations.
c. changes to master or turret power states.
d. audible alerts for new or changed threats.
e. changes in expendable countermeasure (ROS, TCS, Chaff/Flares)

inventory.

Services provided by existing code are used to package and transmit the
messages to the corresponding VIDS-PC.

4.1.3.6. SendUpdates-to_Network CSC

SendUpdates_toNetwork serves as the primary communication channel
for sending the state of the VIDS-equipped tank to other entities participating
within the same simulated battle exercise. The following types of
informational messages are sent:

a. the presence of smoke, chaff or flares.
b. the activation/deactivation of electro-optical energy.
c. instrumentation (used only for data collection and analysis).

Only instrumentation messages are sent at regular intervals. However, an
instrumentation message will be sent sooner if one of the following
conditions exist:

a. the state of the Master or Turret Power changes.
b. the state of the commander's thumb switch changes.
c. the number of threats exceeds the maximum number of displayable

icons cn the CCDP.
d. turret control is seized or released by VIDS.

Services provided by existing code are used to package and transmit the

information to other entities.

4.1.3.7. Need_ToRelease_Turret CSU

NeedTo..ReleaseTurret provides a safeguard to release turret control when
no threats are present and CM, CFIRE and SCAN modes are in manual.

4.1.3.8. CMRotationSimul CSC
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CMRotationSimul supports the need for independently slewing
countermeasures. Furthermore, it manages conflicting rotation requests
using priorities.

Each independently slewing countermeasure corresponds to an entry in the
countermeasure device table. For each invocation of CMRotationSimul,
individual countermeasure devices are rotated to the next position by adding
the device rotation rate to the current position. The rotation rate can be
positive or negative to move a device in a specific angular direction. Because
all simulated devices (except VEMASID) are mounted to the turret, hull and
turret rotations can accelerate or retard the time required to move a device to
a specified angle. However, once the device has arrived, it remains perfectly
positioned until'a higher priority request is received.

Conflicting requests to rotate a specific countermeasure are handled using
priorities. The priority of each countermeasure rotation request is compared
to the previous rotation request. Lower priority requests are ignored. A
request with equal or higher priority than the current priority takes control of
the countermeasure device. The new priority replaces the current priority.

4.1.3.9. TurretRotation CSC

Start_TurretRotation and StopfTurretRotation serve as the main entry
points for automatic turret rotations required by ROS_Simul, CFire_Simul
and TurretScanningSimul. Like CM_Rotation_Simul, rotation requests
are based upon a priority.

Conflicting requests to rotate the turret or stop the current rotation are
handled using priorities. The priority of each turret request is compared to
the previous request. Lower priority requests are ignored. A request with
greater than or equal to the current priority takes control of the turret. The
new priority replaces the current priority.

StartjurretRotation is invoked to initiate automatic turret rotation. The
minimum rotation direction is computed using the current and final turret
positions when the request satisfies the priority test. The direction is used to
compute the sign of the turret rotation increment. It is this increment which
is used to modify the current turret position during each execution cycle.

StopTurretRotation is invoked to terminate automatic turret rotation.
Only when the request satisfies the priority test is the automatic turret
rotation terminated.

4.1.3.10. VIDSShutdown CSC

I-
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I The VIDSShutdown CSC handles the job of shutting down the VIDS
simulation. The local Master and Turret Power states are cleared and the
final power state message is sent to the CCDP. This has the net. effect of
forcing the CCDP to redisplay the initial (power off) menu.

Each internal queue is examined and each member is formally deallocated.
Once this is complete, memory statistics are written to the main console. The
statistics can indicate if there is a memory management problem or if
additional memory should be preallocated during the earlier execution of
VIDSInit.

4.1.4. XField CSC

XField handles the low-level simulation of electro-optical energy. XField
PDUs retrieved from the network are examined to determine the kind and
spatial extent of electro-optical energy. If the VIDS-equipped tank falls within
the energy field, the information describing the field is added to an internal
list of other fields. Additionally, the presence of clouds (smoke) is used to
determine if the field energy is absorbed. If field energy is absorbed, the field
is not made available to the higher-level Identify-Threats CSC.

Fields are removed from the list when either an explicit XField PDU defines
that the field no longer exists or the specified field lifetime expires.

An XField PDU sent by the VIDS-equipped tank (refer to the
EOSensorSimul and OneShotCMSimul CSUs) is tagged appropriately
to distinguish it from fields sent by other vehicles. Furthermore this type of
field is periodically retransmitted to the network as long as the field is

*present.

4.1.5. Cloud CSC

Cloud handles the low-level simulation of electro-optic energy absorbing
smoke clouds. Smoke Cloud PDUs are initially transmitted to the network by
VIDS-equipped tanks (refer to the ROSSimul CSU) to inform other vehicles
that new smoke clouds exist.

Each smoke grenade is simulated as a single cloud. Parameters are supplied
which define the smoke type and corresponding spatial dynamics. This
allows other vehicles to model the smoke growth, dissipation and
interference with electro-optical energy.

Like XFields PDUs, Cloud PDUs are periodically retransmitted to the network
as long as the smoke is potentially effective as an obscurant. When the
smoke from a grenade is no longer effective, a Cloud PDU is transmitted to
the network so that other vehicles can drop it from their internal lists.
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1 4.1.6. Modifications to Existing Code

Modifications to existing code were made to support the VIDS-GT capability.
The files and changes follow:

a. mlmain.c
Added invocation of VIDSInit in the veh.spec_init function.
Added invocation of VIDSFileRead in the vehspec.startup.
Added invocation of VIDSSimul in the vehspecsimulate.
Added VIDSShutdown to the vehspecexit to send a

TankPowerStateVariantmsg to the CCDP to turn it off.
Added a test to determine if the engine was running before invoking

VIDS..Oiniul0 to support the NIS-unique detection and identification
probabilities.
Made changes to access new idcvalue array element which holds the

state of the new commander's thumb switch.
Inserted field-tick and cloud-tick before VIDSSimul.

b. ml turret.c
Added the set..vidsaz function to support automatic turret rotations
to specific azimuth angles.
Added the setvidsrelative function to support final turret angles
relative to the tank hull.
Added the setvidsnorth function to support final turret angles
relative to true north.
Added the set..vidsauto_on function to disable the gunner and
commander turret rotation controls.
Added the setvidsautooff function to enable the gunner and
commander turret rotation controls.
Added the set_vidsslewrate function to support the specification of
a rotation rate.
Added the get vidsrate function to retrieve the current, VIDS-specific
turret rotation parameters.

c. procapkt.c
Added code to recognize and reformat VIDS (CCDP Control Settings)
PDUs.
Added code to recognize ROS, TCS and Chaff/Flares munition
resupply PDUs so the initial supply and placement of expendable
countermeasures could be instantly restored.

d. mlctl-tpc.c
Made changes to support the use of a new commander's thumb switch
which will be used instead to activate semi-automatic CMs.

e. ml_failure.c
Added the TCS-isNotEffective function to intercept a fatal impact
from a missile or projectile.

f. ml-resupp.c

-
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SAdded code to recognize the ROS, TCS and Chaff/Flares variants of the
munition resupply PDU and invoke the corresponding CSC resupply
functions.

g. read-pars.c:
Added code to recognize and store the name of the VIDS parameter
file.
Added get.vids-datafile to return the name of the VIDS parameter
file.

3 4.2. VIDS-PC Detailed Design

4.2.1. SMI.Init CSC

SMIInit preallocates dynamic memory structures associated with drawing3 menus and icons which will be displayed during the execution of the
SMISimul CSC. Data files are read which define the placement and
appearance of buttons and icons as well as the unique identifier (VehiclelD) of
the corresponding GT. Parameters are read which define active buttons and
how long they must be pressed for a corresponding action to be activated.
VIDS (Default Sector Setups and Expendable CM Inventory) PDUs sent by the
corresponding GT supplies initial values for the alert, countermeasure, safety,
scanning and CPS coverage sectors, the list of available sensors and
countermeasures and the inventory of the expendable countermeasures. The
list of available countermeasures is used assign spare buttons to individual
countermeasures. Finally, links are established between buttons and function

* invocations.

4.2.2. SMISimul CSC

U SMISimul serves as the primary entry point for simulation of the real
CCDP. It represents the root of a functional hierarchy which is executed
endlessly until a keyboard Control-C or right mouse button event is received.
During a single execution cycle, the following high-level functions are
executed:

I GetButton(),

Check.Alarms();3 Process_Rcv_PDUO;

Each of these functions represent a functional sub-hierarchy which is

3 described in the following sections.

4.2.2.1. GetButton CSU

I GetButton serves the need to monitor button, mouse, and keyboard activity.
A right mouse button or keyboard Control-C signals a request to terminate

-
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3 the SMSimul CSC by transitioning to SMI_Shutdown. Otherwise, a test is
made to determine if a displayed button has been held down. If a button has
been held down long enough and it corresponds to a predefined action, the

m action is initiated through a corresponding function call. The corresponding
function may change the current menu, the content of the display, the
operating state or a combination of these changes. When a button changes
one of the VIDS operating states, a network message is sent to the VIDS-GT to
update its corresponding CCDP settings Additionally, when any button state
is changed or when a user alert message is displayed, an instrumentation
message is sent to the network for data collection and analysis.

4.2.2.2. Check,_Alarms CSU

Check-Alarms manages the VIDS alarm tones heard on the tank intercom.
The status of each alarm type is checked to determine if it should be activated
or terminated. When an alarm is activated, the alarm is heard for a
predefined duration. An alarm is terminated when the duration has expired,
a termination message was received from the GT or VIDS is powered off.

4.2.2.3. ProcessRcvPDU CSC

IProcessRcvPDU manages received network messages. Only messages sent
by the corresponding VIDS-GT are processed. All other messages are3 discarded.

Depending upon the type of message, the display or alarm tones are changed.
The message types which change the display include the following:

a. Tank Power State updates.
b. Tank Orientation updates.
c. Prioritized Threat updates.
d. Automatic CM Activation/Deactivation updates.
e. Default Setups.
f. Changes to the inventory of expendable countermeasures.

Only the Alarm Control message type affects what is heard on the tank
intercom. Refer to the IDD in section 5 for the exact content of each message
type.

4.2.3. SMIShutdown CSU

SMLShutdown releases memory allocated during SMIInit and restores the
mouse and display behaviors before terminating.

I-
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S. CSO data.

Within the VIDS-GT CSC, there is only one global data element: vids-debug.

It a Boolean object which is toggled between two states to either activate or

deactivate diagnostic messages. Under normal conditions, vids-debug is

Ifalse.
Within the VIDS-PC CSC, the following arrays represent global elements:

a. Icon.
b. Threat.
c. Frame.
d. Display.
e. Vary.
f. Buttons.
g. fcnptrs.

These arrays used to support low-level drawing operations. Refer to the
following header files for more details:

global.h
alarm.h
buttons.h

UThe following table lists the type and content of the messages exchanged

between the PC, GT and SAF. Additionally, the content of the GT and PC
instrumentation messages are included.

I
1
I
I
I
I
1
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I VIDS SDD

I
6. CSCI data files.

Files are not shared between VIDS CSCs or CSUs.

7. Requirements traceability.

The following table depicts the requirements traceability. The requirements
are grouped into sections representing incremental refinements. For
example, requirements beginning with the number 1 signify Phase 1
requirements; requirements beginning with the number 2 signify Phase? 2

I requirements.

I
I
I
I
I
I
I
I
I
I
I
i - 38 -
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VIDS SDD

a. Notes.
Acronym= Definitions

j ATRJ Advanced Threat Radar Jammer
AVSE Armored Vehicle Survivability Equipment
CCDP Commander's Controls Display Panel
CFLRE Counterfire
CM Countermeasure
CPS Combat Protection System
CSC Computer Software Component
CSCI Computer Software Configuration Item
CSU Computer Software Unit
FASR Future Armored System Radar
FLIR Forward Looking Infrared
GT Graphics Technologies
IDD Interface Description Document
LCMD Laser Countermeasure Device
LWR Laser Warning Receiver
MCC Management Command and Control
MCD Missile Countermeasure Device
MFD Muzzle Flash Detector
MWS Missile Warning System
NBCOP Nuclear Biological Chemical Overpressure

System
NCS Nuclear Chemical Sensor
NIS Non-Imaging Sensor
PC Personal Computer
ROS Rapid Obscuration System
SAF Semi-Automated Forces
SCC Simulation Control Console
SIMNET Simulation Network
SMI Soldier Machine Interface
TCS Threat Countermeasure System
TRWR Tank Radar Warning Receiver
VehicleID An integer triplet consisting of site, host and

vehicle numbers. Used to uniquely identify
an entity within a battle exercise.

VEMASID Vehicle Magnetic Signature Duplication
VIDS Vehicle Integrated Defense System

- 50 -
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Appendix A. Sensor/Countermeasure Configuration File Content

0 This is the VMS date file It is read at startup.
# All damn aemtsw e preceded by a Mabe After the labe
11 tite will be one or Mc data value whid will be delinwed
0 by tabs. Any dwacters Wnerted between tabs will be
8 considered to be a data value (even a blank space).

I wAm. angular minurstrents. probubiliti and dasnce

VIDS-Conaole..Host 1
VIDS.conaaILVewiic

Availabie...ONa MCD ROS CMIKE TO5 N3COP
Auto-.Activated-Cids MCD ROS CM TCS NBCO?

"a..heats 10

VlDSProceseng..Delay 0.2

MWS-a~x~se-rnwinsec1.2
MWJAaponse tin-n 3.0

MWS.MaxDercton.Dscejn-mewe 6000.0

MWS.Azlmuth-Cove-raLCentraL-AnleitLDeS 0.0
MWS.Azimuth-.Coverage..Delta in-.De8 150.0IMWSEevatiotLCoverage..Dets..m.Deg 25.0

MWSDewdon-Ucauqjn-DeS 2.0
MWS.ife..Countdownjn.ae 30.0

LWIKReponse-Tim-ein-s.ec 0.5

LWR.Azmuth..Corage.CentraLAnsle-izLDeg 0.0
LWR.Aziuuth..Covesrage..DeltinDeo 150.0
LWR.mEvidon-.Covwag..CuI"aA-sle-izDeg 15.0
LWRLavalm-overageDelta-m-.Deg 2..2
LWiLDeectionProbeblty.J.R0.9
LWILtectLmrcbbilty-LEIR 0.97
LWR.Dtctiajrobabflity..LDE 0.97
LWRKietectionAccuracyn-Deg 3.0
LWRL1,1e4-Countdownin..se 30.0

FASRMajX..Dtcton-.Disuuncejn..meter 5000.0
FASRmutltthCoverage-CenuLrAngie.m.Deg 0.
FASRAzlmthoverage..Delta~watDeg 10.0
FASRLElevation..Covenge..CentraL~gle-in-Deg 0.0
FASL~Evaton-overage.Delta-inDeg 5.0

FASLetection-robbllty 0.95

PASRIdendfication-Probability 0.90

FANR.Lifpe._c lntejwn..ac 60.

MIJLAlarui..Durationjn.se 2.0
MNE.Max..Daection..Distance-ir-meter 36.5

CMEAziinutfr.Coverage..Central.Angle-in-.Deg 0.0
MDJELziuttlCverage.Deltajnj..eg 11.8
MUNEevationovra3eentraL.AngleiLDeg -43.51

Mlevaton-.Coverage-Deltajn-Deg 1.49
MN.E.Detection-.Probability-.Real 0.90
MNEDetecton..Probability.Palse 0.10
MNDetection.Acuracy-nDeg 0.0
MINELle..Countdownin-sec 30.0

4.r.epneTmei-e .
NIS.km-Dradoin- 51.0



VIDS SDD

N5.uth.Co-V..CuiusL 1ngie..n.De 0.0
NO..mt.Cv~p.Dh~.D 150.0
NIS.4ifon-.Covwap..C ralA le.in..De 0.0
N1S.EI.evinCovemp-Dsdta.in-.Des 60.0
N&m~w~umpE f 5000.0 7000.0 10000.0 12000.0 15000.0 18000.0
MZS.Demon.Probmbdlitm0 =gz.Off 1.0 0.93 0.90 or. s 0.73 0.50

NIS.ImntllDko~lmogEngint.0f1 5000.0 7000.0 10000.0
NM~deniflmtdoIUrobaWd=En~ine..ff 1.0 0.88 0.66
NM~DeactiowtLDs .Enpne..On 2000.0 4000.0 7000.0 10000.0 12000.0 15000.0
NY1S.gmctoi:b:i=d..EngnOn 1.0 0.90 0.79 0.71 0.64 0.57
NISedu wLdo.Diwmcm..hn *On 2000.0 4000.0 7000.0
NMSJdwtificsdon..Prcbdbiliqwjbgt"-On 1.0 0.84 0.71

NIS.S.CdSL~cI~tSy~fl.DS6.0
NMSUpdw..Prquency.injec 5.0
?NISUfe_.Countdovnjn...sec 60.0

TRRw poRnpa~eTlumeJnme 1.0
TRWR.AkaruDuradon-zi.uc 3.0
TRLAzmuth-Covmge-CentralAngie-n-Deg 0.0
TRWRLAmutCeage-Dita.Jn-De 120.0
TRWR.mtoCerap.CntaAngle-in-Deg 37.5I ~ ~TRWL~emdon..Cov.rae..Dstmjn.DeS 423
TRWR.Demtcdn-.Probability 0.99
TRWL~teoi..Acutay..i..De 10.0
TRWRLIfe..Coundownjn.*e 30.0

trnupanWe...ti.c 0.S
MI.Alarm Duramdonjnm~sc 0.5

WD.AzimuLiCovse..Cetra..Anlejz-De 0.0
MFD.Azimuth-Covrnp..-Deime-nDeg 160.0
MFD.edonCovffap..CentaAnge-n.Deg 15.0I NWD.emn.orzvme..dtiwrn.Deg 25.0
UMDeticon-Probablity 0.95
?AFD.Detecdon..Accuwacy~JxLDes 2.0
MMDLlftCountdowvn..w 30.0

0.5
NCS.Alarm..DuradcnUn.se 3.0
NCSzimudCov e..Cental-nuie-neg 0.0

NCS.Mevation-Coverage-CentraLAngle-n-Deg 18.0INC.Meoatiovu*Me.DtjvDeg 90.0
NC.eeto-rbblt 0.95
NCS.Dewcdon_.Acrjrx7y..n..Deg 0.0
NCS.Ui...CountdownJnjihout 8.0

ROCouenge-mguin -Dg1.

ROSax.TurnjwRoaon-ate 45.0

ROS.Repoiwe.Tiwjn~je 0.0

1McD.ponseYzme.Jns0.2
MCDJam-imejn.sc 3.0
MCDAzCovth-Cge.CentralAnge.in-Deg 0.0
MCD.Azimuth-Coverage-Cenl&a-nDeng 0.0
MC.EL-vadoCoverae..enaingleeg 1.0
MCD.ElevaionCvrage.Delta-in-Des 5.0
MCD.Max-.Turret-Rate 126.57

0.

C.JamMmTien~je 3.0
CPS.Azmuth-Coverage-Celral-Ange.in-Deg 0.0
CPSAzimuth-Coverage-Delta-in-Deg 60.0
CPS.Elevation..Coverage..Central-Angleejn.Deg 15.0I S.MevationCverage-Delta-in-Deg 15.0
CPS.M=xjurret-Rate 128.57

LCMD.Response-rim-n-msc 0.5
LQ3wDJancflmeJnsec 3.0
LCMfDecy-.Dsmncejn-nieter 20.0
LOAD.Max-.Turret..Rte 360.0

NUNRepowe..iuwjn..ec 0.5
O~J~am11nein~sc3.0

NBCOP.Response..Titw-in.se 30.0
NBCOP.Cmew..UfeCountdownjin~sec 60.0
NBCOPActivatioii..Tinmejn-our 5.0fNDCOP.Decontamvination..Probability 

0.9 5 2
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I TR.Rpea..Tie.n..wc 0.5
ATR7amlmjzae 3.0

AT u~tth-CovwCeratrLnl~. 0.0
Axbmath.Cwhap.Dm. IS 180.0IAT 3. von..CovamCuma gle-inDel; 40.0

ATRJ.levation-Coverage.Ddta1Leg 0.0
ATRJ~bax..TumLetRaw 128.57

1~SCaete.Anirtn.Deg 90.0I ~ lnusoy2 2 2 2
Chaff.Rpnrlen.sc 0.5
Chaffinvim 30
chaff.Duramnj~e 6W .0
ChmIunch Dknm n eter 75.0
ChafLtaunch..AngenDe 4.

Chaff.Max..3urret-Rate 185

Fierea.hwventoey 30
Flarea.Duration-in.s 4.0
FbmeaLunchDimnce..inineter 150.0
Fhaesu.IsuraiAne-n-DeS 45.0
FlareLa.Riusjn~teter 22.0IFlano.Max-urret-Rate 128.57

cplLMaxjurret.Rate 45.0

"3AmaxTuneLRate 3.0

DnColectionJPDU.)etriod-in-sec 30.0

* he following defines the grenade load for the turret sectors

strtn f -mtegn(top ndgo mokise in 15 degree Lrcrea~ets
Labe Su LA1tb 1.tab XM8I= top and clockwise

Sector-.452
Sector-J 2 2
Sector..60 2 1

Sector-45 I 10
Sector-613 I 1 0

Setr-51 1 0

1etr9 1 0
Sector..25 2 2 0
Sector.20 2 2 0
SectoL-35 1 0
Sector-ISOI 1

Sector.345 I 2 0
aet)-8
* Tefollowin Is t1 0MTra apn ob sdb I~
* VliOrder0 vaIs 0 18 Th0 re stefis ob sd
Setr22

ClSem_35 10 0 P C IS 4 J

Sclass...5 S 1I' 1K 4VI

SetU_ 12 0K ~

r_330~n I 1N E
SclassW C2mi 2 0 UO

Lttclasszl iort ito Cs prort seecio ore
Olass-uzeI.L 4 CP'S VID S 4 R 4 Fae

Class-2uzlwC 13 CP'S C VIS 4 J R 4 Fae

Chm-58 CPS IR 4-53-
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Cmi.. lacpwr is
OaUS.Tak 16
Olmjzfantry.Support 17
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